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18 U.S.C. 922(d), an FFL may not law-
fully transfer a firearm if he or she 
knows or has reasonable cause to be-
lieve that the prospective recipient is 
prohibited by law from receiving or 
possessing a firearm. 

Record means any item, collection, or 
grouping of information about an indi-
vidual that is maintained by an agen-
cy, including but not limited to infor-
mation that disqualifies the individual 
from receiving a firearm, and that con-
tains his or her name or other personal 
identifiers. 

STN (State-Assigned Transaction Num-
ber) means a unique number that may 
be assigned by a POC to a valid back-
ground check inquiry. 

System means the National Instant 
Criminal Background Check System 
(NICS). 

[Order No. 2186–98, 63 FR 58307, Oct. 30, 1998, 
as amended by Order No. 2727–2004, 69 FR 
43900, July 23, 2004] 

§ 25.3 System information. 
(a) There is established at the FBI a 

National Instant Criminal Background 
Check System. 

(b) The system will be based at the 
Federal Bureau of Investigation, 1000 
Custer Hollow Road, Clarksburg, West 
Virginia 26306–0147. 

(c) The system manager and address 
are: Director, Federal Bureau of Inves-
tigation, J. Edgar Hoover F.B.I. Build-
ing, 935 Pennsylvania Avenue, NW, 
Washington, D.C. 20535. 

§ 25.4 Record source categories. 
It is anticipated that most records in 

the NICS Index will be obtained from 
Federal agencies. It is also anticipated 
that a limited number of authorized 
state and local law enforcement agen-
cies will voluntarily contribute records 
to the NICS Index. Information in the 
NCIC and III systems that will be 
searched during a background check 
has been or will be contributed volun-
tarily by Federal, state, local, and 
international criminal justice agen-
cies. 

§ 25.5 Validation and data integrity of 
records in the system. 

(a) The FBI will be responsible for 
maintaining data integrity during all 
NICS operations that are managed and 

carried out by the FBI. This responsi-
bility includes: 

(1) Ensuring the accurate adding, 
canceling, or modifying of NICS Index 
records supplied by Federal agencies; 

(2) Automatically rejecting any at-
tempted entry of records into the NICS 
Index that contain detectable invalid 
data elements; 

(3) Automatic purging of records in 
the NICS Index after they are on file 
for a prescribed period of time; and 

(4) Quality control checks in the 
form of periodic internal audits by FBI 
personnel to verify that the informa-
tion provided to the NICS Index re-
mains valid and correct. 

(b) Each data source will be respon-
sible for ensuring the accuracy and va-
lidity of the data it provides to the 
NICS Index and will immediately cor-
rect any record determined to be in-
valid or incorrect. 

§ 25.6 Accessing records in the system. 
(a) FFLs may initiate a NICS back-

ground check only in connection with a 
proposed firearm transfer as required 
by the Brady Act. FFLs are strictly 
prohibited from initiating a NICS 
background check for any other pur-
pose. The process of accessing the NICS 
for the purpose of conducting a NICS 
background check is initiated by an 
FFL’s contacting the FBI NICS Oper-
ations Center (by telephone or elec-
tronic dial-up access) or a POC. FFLs 
in each state will be advised by the 
ATF whether they are required to ini-
tiate NICS background checks with the 
NICS Operations Center or a POC and 
how they are to do so. 

(b) Access to the NICS through the FBI 
NICS Operations Center. FFLs may con-
tact the NICS Operations Center by use 
of a toll-free telephone number, only 
during its regular business hours. In 
addition to telephone access, toll-free 
electronic dial-up access to the NICS 
will be provided to FFLs after the be-
ginning of the NICS operation. FFLs 
with electronic dial-up access will be 
able to contact the NICS 24 hours each 
day, excluding scheduled and unsched-
uled downtime. 

(c)(1) The FBI NICS Operations Cen-
ter, upon receiving an FFL telephone 
or electronic dial-up request for a 
background check, will: 
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